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Exercise 9

1 Non-Blocking Atomic Commit

Consider the Non-Blocking Atomic Commit (NBAC) abstraction of Section 6.6 [CGR11] in
a model where processes crash. Can one implement NBAC in the fail-noisy model, that is,
from an eventually perfect failure detector $P? What if we consider a weaker specification of
NBAC, in which the (regular or uniform) agreement property is not required?

2 Secure Distributed DNS

Some Byzantine-fault tolerant replicated services have been demonstrated in the research lit-
erature. The following paper describes a prototype of a dependable distributed domain-name
service realized using the SINTRA BFT replication system; today there exist more efficient
and more widely available systems, such as the open-source library BFT-SMaRt available on-
line (http://code.google.com/p/bft—smart/).
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